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The pervasive nature of the internet and social media presents new dynamics 

for abuse perpetrators engaging in obsessive relational intrusion practices. 

Drawing on Katz and Aakhus’s (2002) Theory of Apparatgeist, we explore 

how abuse victims understand the “spirit” of technology when used against 

them. Victims’ (N = 187) qualitative responses were analyzed to uncover 

meanings attributed to technology-mediated abuse after leaving their violent 

partners. Primary themes of harassing intrusion and coercive control were 

understood by participants in a number of ways – both overlapping and 

distinct. We discuss these findings in terms of victims’ primary identity 

concerns related to presenting versus perceived selves. 

 

Introduction 

Because intimate partner violence (IPV) research in the U.S. 

began in the 1970s, increased availability of and access to 

interactions afforded by internet and other technologies have altered 

the nature of these interpersonal relationships. And, although specific 

platforms vary over time, online social networks remain a significant 

attraction. The contemporary infrastructure of mobile technologies 

gives users constant access to these networks as well as various other 

means (e.g., synchronous text messaging, emailing) of contact with 

others (Lepp et al., 2013).  

Clearly, the pervasive nature of technology allows users – 

particularly those desiring constant contact – to reach receivers in 

ways never before possible (see Eckstein, 2020 for an exhaustive 

typology of current IPV technology practices). However, the point at 

which this ubiquitous contact crosses a line for current and former 

relational partners, particularly those with a violent history, remains 

vague. Outside of interpretations of known harassment, when a target 

is unaware of technologies being used against them, how and when 

does monitoring and/or regulating someone’s mediated 

communication constitute ongoing abuse? In this study, we draw on 

traditional media theorizing and more current IPV constructs to 

ground our study of that technology usage. We then examine victims’ 

qualitative reports of abusive, technological communication 

with/from formeri abusers post-relational dissolution.  
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Traditional Understandings of 

Communication and Abusive Relationships  

Who and What: Coercive, Intrusive Communication in 

Relational Dissolution 

Who is Involved?  

A plethora of research exists on negative relational 

dissolution practices both in married and unmarried relationships, 

with a large focus on how control is used during romantic 

relationships (e.g., Feeney & Noller, 1992; Harvey & Karpinski, 

2016; Kellas et al., 2008; Lee & Sbarra, 2013; Roberts, 2005; 

Sahlstein & Dun, 2008; VanderDrift & Agnew, 2011). However, 

fewer studies in interpersonal, relational fields examine how ex-

partners maintain control after the relationships ends; such work 

tends to be the domain of violence-based scholars (especially those 

focusing on coercive control and/or intrusion; Langhinrichsen-

Rohling et al., 2000).  

With the understanding that abuse in any form is grossly 

underreported, prevalence meta-analyses have shown at least 23.1% 

of women and 19.3% of men in global English-speaking nations 

alone had experienced physical violence from a romantic partner 

(Desmarais et al., 2012). In the U.S., over 45 million people (35.6% 

of all women, 28.5% of all men) will experience physical abuse from 

a romantic partner at least once in their lifetime (Black et al., 2011). 

Physical violence, psychological abuse, and coercive control often go 

hand-in-hand (Tanha et al., 2010), even in online contexts (Yahner et 

al., 2015). Further, whereas control tactics exist in a majority of 

ongoing abusive relationships, even absent physical violence, the 

inverse is not typically true; where physical violence occurs, it is rare 

to not also see coercive control tactics present (Johnson, 2008; Stark, 

2009). Thus, psychological abuse (including coercive control tactics) 

is one of the most commonly experienced forms of violence in 

abusive relationships – affecting at least 113 million people in the 

U.S. alone (Black et al., 2011). The prevalence of this abusive 

communication is especially disturbing in light of the fact that abuse 

recipients consistently report the psychological trauma from intrusive 

coercion (i.e., not physical violence) as a worst aspect of their 

victimization (Crossman et al., 2016; Williamson, 2010). 

What is Involved? 

IPV relationships are characterized by varying levels of 

physical and/or psychological abuse tactics. Physical abuse involves 

behaviors intended to injure or otherwise harm; it can also be used to 

(intentionally or as a side-effect) control. Psychological abuse 

includes a wide variety of sub-categories such as verbal abuse (i.e., 

communication intended to directly attack), emotional abuse (i.e., 

communication intended to harm, scare, and/or control), and 

economic abuse (i.e., limiting or controlling resources necessary for 
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functioning). Common to all of these abuse tactics is the element of 

control or exerting power over another, whether through actual 

communication or the threat of such. 

In the IPV field, coercive control is typically characterized 

as patterned behaviors used by a perpetrator to dominate and 

manipulate a (current or former) partner (Stark, 2009). Implicit in this 

abuse strategy is the perpetrator’s constant contact and/or monitoring 

of the victim because constant monitoring is necessary to plan and 

implement control of a partner’s everyday activities, interactions with 

friends and family, access to education, and economic resources. For 

IPV victims, these behaviors often continue even after relational 

dissolution (Crossman et al., 2016; Davis et al., 2012).  

Continued contact between ex-partners is common among 

many types of romantic partnerships (Dardis & Gidyc, 2017). 

Described in both abusive and non-abusive contexts as unwanted 

pursuit behaviors (UPBs) or persistent pursuit (Davis et al., 2012; 

Langhinrichsen-Rohling et al., 2000), this non-consensual contact 

intended to renew a romantic relationship may be used to re-institute 

both explicit, official and/or implicit, unsanctioned “relationships” 

with a former partner. UPBs are particularly prevalent among 

partners who wish to control and/or gain some form of retaliation 

against the other (Mumm & Cupach, 2010), often for leaving them. 

Partners are much more likely to use UPBs following relational 

termination if they engaged in abusive behaviors during the 

relationship (Dardis & Gidyc, 2017).  

When any continual communication is perceived as 

persistent or invasive, it becomes known as (obsessive relational) 

intrusion, or control/interference “that demands attention, diverts 

energy…from priorities, and limits choices” (Wuest et al., 2003, p. 

600). Beyond being monitored/stalkedii, intrusion also includes 

intentional strategies to make a target feel threatened or uneasy 

and/or behaviors to make their life more difficult. Intrusive 

communication may involve a former partner’s continued abusive 

behaviors, the health outcomes resulting from that abuse (and from 

prior violence in the relationship), the accompanying help-seeking 

costs (e.g., money, time, effort, interference, stress), and all other 

resulting “undesirable changes to patterns of living” (p. 600).  

This interference may occur as unknown intrusion, when the 

recipient finds their life made more difficult but is unaware the 

abuser is the one facilitating it. For example, Eckstein (2020) detailed 

cases such as third-parties (both human and technological) reaching 

out to invade the lives of the victim (e.g., spamming, group-

facilitated attacks) or to frame him/her for illegal activities (e.g., false 

reports, “swatting”). This type of intrusion is perhaps more 

prominently perpetrated with the use of new technologies than it was 

prior to these mediated tools. In contrast, interference may also occur 
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in the form of harassing intrusion, when the recipient is aware of the 

sender. Examples include someone constantly contacting a victim via 

email or phone, sending them messages, or posting about them in 

online social networks (Eckstein, 2020).  

Perhaps most important for victims’ lives, recipients 

consistently report intrusion as one of the worst experiences of IPV 

victimization and one of the greatest barriers to obtaining help and 

truly getting “out” of their abusive situation (Sheridan et al., 2019; 

Wuest et al., 2003). Its effects on victims’ lives are amplified by the 

fact that, although stalking is but one comparatively minor aspect of 

intrusion, stalking is illegal (although its definition and the promise 

of consistent prosecution vary tremendously) in many U.S. states 

whereas intrusion is not2.  

Further, victims of these UPBs are often advised by well-

meaning others to not let the abuser see that they are affected by the 

behaviors. Victims – who are often admonished by professionals, 

friends, and family to “not give them the satisfaction,” “don’t let 

them see it hurts you,” or “rise above it and it won’t bother you that 

much” – may attempt to show they are unaffected by UPBs 

(Muldoon et al., 2016; Scarduzio et al., 2017; Tanha et al., 2010). 

However, when faced with victims’ disinterestedness, perpetrators 

often begin to engage in “rumination” and subsequent “flooding,” 

which can provoke perpetrators’ anger and/or jealousy, in turn 

leading to an increase of even more UPBs (Spitzberg et al., 2014). 

Unsurprisingly, the still-legal act of intrusion is today facilitated by 

media in previously unheard-of ways and levels (Chaulk & Jones, 

2011; Norton et al., 2018).    

Where and When: Mediated Contexts 

Where it Occurs 

 Contemporary mediated technologies afford perpetrators a 

multitude of ways in which to engage in abusive communication. In 

the first fully comprehensive study of the topic, Eckstein (2020) 

detailed all of the means/methods and tactics of technology-mediated 

abuse (TMA) in IPV contexts, including: preventing or prohibiting a 

partner’s access to technology (and as such, communication with 

others – effecting both isolation and limitation of economic and 

support resources), humiliating or damaging their reputation via 

social media, and engaging in monitoring/stalking behaviors that may 

(not) include threats and attacks. Although we now have a more 

complete understanding of the full range of IPV abusers’ practices, a 

necessary next step is to understand how victims actually understand 

and frame the receipt of such TMA communication tactics when used 

to facilitate coercive control and intrusion in post-dissolution 

contexts. Understanding how victims perceive and manage coercive, 

intrusive TMA may shed light on the ongoing efficacy of traditional 

communication theories of perceived media use. 
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Katz et al. (1973) argued that media use can largely be 

understood by looking at the individual needs of users. Uses and 

Gratifications Theory emphasizes audiences are active and thus, goal 

directed; people react to media based on their perceptions of its 

effectiveness in meeting (or hindering) their personal media goals. 

This theory also accounts for the fact that people’s varying needs 

may not always be met by media; in some cases, media may even be 

an obstacle to meeting goals throughout life. Supplementing these 

premises, Apparatgeist Theory (Katz & Aakhus, 2002) provides 

additional insight into the role of technology in people’s lives. 

Essentially, technology is much more than its design and its 

affordances – it instead takes on a “spirit” of its own that is 

simultaneously socially constructed. Users create specific meanings 

and norms which govern how they use the technology and serve to 

create its patterns of behavior.  

 Research applying these theories has demonstrated a 

multitude of reasons people use technology. One such motivation 

salient to current purposes is that of constructing and controlling 

identities or projected images. Technology users construct social 

identities varying in the degree to which they entail what Goffman 

(1959, 1967) called perceived (who we feel we “truly” are) and 

presenting (how we want others to see us) selves.. Extending 

Goffman’s principles to online contexts, the ubiquitous nature of the 

internet has made it such that individuals “need to strategically 

control the information they display” (Yang & Brown, 2016, p. 403) 

as they present their face, the interacting performance of both 

perceived and presenting selves (Goffman, 1967). Although people 

typically present the most positive aspects of their lives for others to 

see (and use technology best aiding those presentational face needs), 

they may not always be able to control their public performance, 

given others’ freedom online. In other words, what happens when a 

user’s “need” is to surveil and/or manipulate the presenting self of 

another, or to altercast another publicly? Further, in what ways do 

these actions play out in a highly mediated world?  

When it Occurs 

 Harassing intrusion and coercive control clearly occur 

online and may be particularly prominent in IPV contexts in the form 

of technology-mediated abuse. As noted by Eckstein (2020), the fact 

that such behaviors occur publicly means the otherwise-hidden nature 

of abuse is made doubly stigmatizing. Victims must then balance not 

only the repercussions of direct psychological abuse, but also the 

shame, embarrassment, and social fallout associated with those 

behaviors becoming public (Eckstein, 2016a; Goffman, 1963). 

Because of technologies’ ubiquity, the victim often lacks a space to 

which they can retreat, away from the abuser. Thus, a system of 

badgering and abuse, devoid of an escape route, is created.  
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As cyberbullying, trolling, doxxing, and other online attacks 

(e.g., swatting, happy slapping) in general have increased, the way 

internet and mobile technologies are perceived by users is equally 

affected. The Theory of Apparatgeist (Katz & Aakhus, 2002) 

suggests this is a function of both the users’ (and community-built) 

perceptions and the nature of the technology itself (i.e., online social 

networks’ public, ubiquitous, and pervasive presence). Through their 

interactions with this media form, users create a sense of what are 

normative and non-normative behaviors as they relate to their 

mediated interactions. These norms govern how and when 

technology should be used. The infrastructure of modern 

technologies allows for communication on a consistent, and perhaps, 

potentially intrusive basis. Ubiquitous media (such as that created by 

smartphones containing social media apps) can “severely erode 

privacy at both the individual and societal levels” (Katz & Aakhus, 

2002, p. 301). In other words, evolving technologies (and changing 

uses of/for it) necessitate a re-examination of what users consider 

appropriate or normative contact.  

Modern users exist within a system of perpetual contact, 

whereby one is always accessible (Katz & Aakhus, 2002). This 

perpetual contact can lead to unexpected and inappropriate modes of 

interaction, especially when occurring in the already invasive, 

persistent, and coercive context of abusive relationships – whether 

with current, ongoing, and/or “former” partners. Relational partners 

create norms for interaction during the course (and during potential 

dissolution) of their relationship which undoubtedly include mediated 

channels (Kellas et al., 2008; Sahlstein & Dun, 2008). These patterns 

and norms may extend beyond relational dissolution or, alternatively, 

communication otherwise considered “acceptable” in a current 

relationship may be perceived as a violation after the relationship has 

ended (Roberts, 2005). The face threat of being shunned, as happens 

with ex-partners, can lead rejected partners to seek ways to recapture 

their perceived self-image. One way to potentially address face needs 

in a romantic dyad is to attack or modify the “self” presented by the 

ex-partner.  

A common normative practice in post-relationship 

dissolution is the use of social media to express oneself and manage 

identities (Wilcox & Stephen, 2013; Slater, 2007). When done in 

terms of a presenting relational identity, this “self” presentation 

(implicitly or explicitly) involves a partner. In other words, public 

audiences naturally assume someone’s status post-breakup is directly 

related to (and thus, tied up in the identity of) the other person in that 

relationship (Muise et al., 2009). In order to frame their own 

relational identities, people must necessarily altercast their partner’s 

identity (Weinstein & Deutschberger, 1963). A by-product of this 

supposed “self”-expression is that both users and their implicit 
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targets (i.e., ex-partners) can receive negative feedback on their 

performance. Although even seemingly non-attacking messages can 

have detrimental effects when posted without context and/or 

displayed publicly, ex-partners’ messages intended to attack or 

control are particularly effective via social media.  

Some research examines how social media image-

presentations affect victims, but these studies have largely looked at 

the direct effects of intentional, obvious attacks (e.g., cyberbullying; 

Brody & Vangelisti, 2016; Kowalski et al., 2018; Martinez-Pecino & 

Duràn, 2019). Therefore, research to date primarily focuses on 

mediated psychological abuse in its directly communicated “verbal 

abuse” form. The more implicit tactics technologically 

communicated to coercively control and/or harassingly intrude on 

victims’ lives remain largely unexamined. People in partners’ shared 

social networks may not be privy to hidden meanings or shared 

understandings of communication between former partners; thus, 

abusers often perpetrate these covertly abusive tactics publicly 

without any repercussions to themselves (Eckstein, 2020). In light of 

these practices, looking only at the surface-value or content-level-

meaning of messages posted online would not reveal how the prior 

(or changing) norms within a couple’s relationship influence the 

actually harmful relational-level-meaning of that ostensibly 

innocuous message. To fully understand the “spirit” or apparatgeist 

of social media technology as constructed in such IPV contexts, we 

proposed the following research question:     

RQ:  How (and why) are technology-mediated messages 

from former partners perceived by IPV victims as intrusive 

and/or controlling when communicated publicly and/or 

privately?  

Methods 

Sampling & Participants  
We sent out social network emails and posted online 

solicitations in general and violence-related web forums to recruit 

people who self-reported experiencing physically and/or 

psychologically abusive behaviors while with (and from) a current or 

former romantic partner. Part of a larger data collection project 

obtaining 495 respondents, a subsample of individuals (N = 187; n = 

67 men, 120 women) indicated having experienced their abuse via 

technological means and provided open-ended data regarding the 

nature of this abuse. Our study’s primary sample, this responding 

group ranged in age from 18 to 56 years (M = 39.42, SD = 13.16); 

were primarily White (85.6%), multi-racial (5.9%), or Latinx (4.8%); 

and mainly reported having completed some college (36.4%) or an 

earned bachelor’s degree (28.3%).   

These participants’ abusive relationships, consisting of both 

male (n = 123) and female (n = 64) perpetrators, lasted from less than 
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one month to 36 years (M = 6.88 years, SD = 6.89, Mdn = 5.00). 

Victims reported having been “out” of this relationship, on average, 

7.14 years (SD = 7.11; Mdn = 5 years), although this ranged from 

still being “with” their abusive partner to having been out of the 

relationship up to 33 years. All but one of these participants indicated 

they were still in contact with their abusive partners via various 

technologies. 

Procedures & Analyses 

Data were derived from an open-ended inquiry regarding 

ways a romantic partner used technology to “threaten, accuse, or 

hurt” them during and/or after their relationship. Each person’s 

response was examined in terms of the participants’ larger 

experiences, detailed by them in other qualitative and quantitative 

responses related to their victimization (see Eckstein, 2016b, 2016c 

for more info on those data). We chose to focus on each participant’s 

responses as a whole – rather than solely using data from that one 

question on its own – to understand the larger context of each 

person’s interpretation.  

Further, contextualizing these responses amidst the other 

patterns and norms of their abusive relationship (á la Garfinkel, 

1967), aligns particularly well with an Apparatgeist theoretical foci 

on socially constructed meanings of/by technologies. People engage 

in many practices to manage their identities and exert social control 

over their environment as they see it. Garfinkel (1967) argued that to 

understand others’ social construction processes, it is necessary view 

messages as indexical, or subject to divergent meanings across 

different circumstances. Therefore, we employed (and report results 

based on) Glaser’s (1978) methods which embed axial analyses 

within critical or theoretical analyses (Strauss & Corbin, 1998). 

Basically, our analysis process examined victims’ words not only 

according to their literal, content-level meanings, but also according 

to the person-specific contexts (situated within the “whole picture” of 

their survey data) in which they were used. 

Data revealed several ways IPV victims experienced TMA 

from former, abusive partners. Because the nature and full range of 

these tactics/behaviors mirrors what is already extensively detailed 

elsewhere (e.g., see Eckstein, 2020; Matthews et al., 2017; Sheridan 

et al., 2019), we focus here on the interpretation by victims of those 

tactics.   

Findings 

Participants discussed technology-mediated abuse (TMA) 

abuse behaviors as occurring both during the relationship and 

continuing post-relational dissolution. Previous research confirms 

that abusers who perpetrate during the relationship are significantly 

more likely to engage in such behaviors post-relational dissolution 
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(Dardis & Gidyc, 2017). In our study, intrusion and coercive control 

experienced during their relationship did not end post-dissolution.  

We found that victims across our sample constructed similar 

narratives related to intrusion and control of ongoing (i.e., post-

dissolution) abuse tactics in terms of an overall “image” the abuser 

attempted to create and foster. According to these victims, abusers 

were able to construct victims’ self-image both publicly and 

privately. Due to the high degree of saturation achieved in these 

reports, in the following sections, we rely on exemplar quotes to 

represent key ideas expressed by a majority of respondents, with any 

exceptional cases described accordingly.  

How: Public Image Control and Victims’ Presenting versus 

Altercast Selves 

A majority of responses spoke to the face concerns of TMA. 

Victims felt their abusers attempted to construct particular identities 

for them via public altercasting. Social media was a primary 

mechanism for these attempts, which simultaneously served as 

coercive control via direct and indirect manipulation. As these tactics 

are not new or exclusive to IPV victims, we direct our focus to 

interpreting how respondents perceived/understood them by 

emphasizing their (i.e., the victims’) social construction of the 

Apparatgeist.  

One common direct tactic involved abusers using the public 

nature of online forums as a way to blackmail respondents. For 

example, when participants reported former partners who “threatened 

to put up nude pictures…in embarrassing situations on the internet,” 

they largely perceived these tactics (depending on the context) as the 

abuser seeking compliance (a) to exert power and/or (b) as a means 

of harassingly intruding, when it was repeatedly threatened. This 

latter method was felt by victims to be highly effective in instilling 

ongoing fear and uncertainty in their lives, as it was something that 

could be “held over” them and revealed publicly at any future point. 

A second form, one that victims interpreted as direct 

coercion, was shown when abusers, in efforts to control victims’ 

post-relationship lives, used technological surveillance against them. 

This was perceived as accomplishing both harassing intrusion and 

coercive control simultaneously. For example, ex-partner/s “created a 

shadow account on my computer” or “required me to get online with 

AIM when home, so I couldn’t get on computer without him 

knowing.” Because IPV victims (like everyone) lean on technology 

to maintain contact with family members, friends, or supportive 

others, a common way for abusers to control the victim and their 

relational identity narrative is to control the technology (e.g., see 

Edwards et al., 2015). 

A third TMA behavior was felt by victims as both intrusion 

and an effective indirect form of image control. Again exemplifying 
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many reports, victims reported their ex-partners posted “all over the 

internet that” they (i.e., the victims) were “hiding money, cheating, 

and abusing [them] when I wasn’t.” As one respondent mentioned, 

“We went to counseling 4 times in 11 years, the last 3 times I had to 

beg her to go, and every time we went to counseling they told her I 

was not abusive but she told people [online] I was anyway.” 

Technological platforms hide (and frequently lack repercussions for) 

nonverbal deception cues (Walther, 1996). Abusers harness this 

aspect of technology to maintain a particular narrative about their 

victim. These victims viewed this tactic as particularly effective 

because any response to these messages on their part was believed to 

be “sinking to their level,” “engaging with someone I didn’t want to 

have in my life, giving him what he wanted [i.e., ongoing relational 

ties],” or felt to be perceived by an online audience as “just exes 

bickering, not the actual abuse or lies it was.”  

Even when they did attempt to respond or “clear my name,” 

victims encountered replies from the social network – or even from 

the abuser who initiated the topic – to not “air their dirty laundry” or 

“defame me [the abuser] or else.” Such responses not only silenced 

the victim, but also then appeared to increase any stigma they felt for 

having been involved in an IPV relationship. Indeed, prior studies 

show that it is when IPV victims attempt to disclose “their side” of an 

abusive relationship that they encounter the most stigmatization – a 

factor many victims report as a reason for having stayed with their 

abusive partners in the first place (Eckstein, 2011, 2019).  

A fourth tactic, communicated indirectly online but having 

direct effects perceived by participants, used technology to get the 

victim in trouble with third parties (e.g., authorities, employers, 

social network). For example, one partner “used my [the victim’s] 

position as webmaster who has done adult sites to accuse me (to the 

police) that I had ‘child porn’ on my computer, so it may be 

confiscated/examined.” Other victims mentioned similar tactics, such 

as when an ex “stole equipment, put defamatory information on it 

and turned over to lawyer” or another abuser infiltrated a social 

media account to implicate the victim in a crime: the abuser “hacked 

my MySpace account, sending herself an email, to violate a 

restraining order. MySpace deleted the account when she stated I’d 

violated the restraining order, and MySpace will not give ANY 

evidence of what happened, because the account was deleted, per 

policy.” Because these people, like many in our study, relied on their 

technologies and other people (e.g., clients, professional networks) as 

primary sources of income, the effects of this tactic on the lives of 

victims were multiplied such that emotional or verbal attacks became 

coercively controlling and economically abusive. Even the messages 

posted by victims during this fraught time became ammunition for 

abusers. In addition to creating false narratives, abusers 
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(un)intentionally formed arguments based on messages taken out of 

context, as one woman’s soon-to-be-ex-spouse would accuse her “of 

cheating because of [emphases added] Facebook wall 

posts/messages” – a tactic that became more severe (than “mere” 

verbal abuse) because she was going through a child-custody battle at 

the time.  

Finally, similar tactics were used to harm people’s potential 

support resources by alienating members of their shared social 

networks – both directly and indirectly. A frequent occurrence, 

former partners “used my cell phone to send demeaning and 

inappropriate messages to random people in my address book.” 

Ultimately, respondents demonstrated that an ex-partner’s public 

posting of “defamatory blog posts” or “abusive messages that others 

could see” were the norm rather than the exception. It is possible that 

this TMA tactic was a by-product of the rumination and flooding 

emotions that some rejected partners experience (Spitzberg et. al., 

2014), whereby they try to resuscitate their own self-image both for 

themselves and (intrinsically) to the public. However, having dealt 

with these types of tactics (or threats of such) throughout their IPV 

relationship, victims in this study tended to interpret this practice as 

intentionally abusive in a controlling manner – not as a mere ego-

remedy for the abuser.  

Not just IPV relationships are constrained by social norms 

for appropriate public disclosures post-dissolution (Harvey & 

Karpinski, 2016). Victims in this study perceived that these social 

constraints facilitated continued abuse from their partners when they 

either had no means of contradicting the narrative or when their 

supportive network’s “bridges had been burned.” In the end, because 

this defamatory communication came from their ex-partner – a 

person audiences view as having intimate knowledge – victims were 

exponentially worried, felt there was the potential for others to pay 

greater attention and to give more credence to the communication 

than if it had been posted by someone else (e.g., stranger, disgruntled 

employee). 

Further, these types of comments, beyond being merely 

personally hurtful, manipulated an identity that victims had worked 

carefully to construct – publicly and privately, both during and after 

the relationship. Indeed, “the process through which individuals 

communicate an image of themselves to others is a central element in 

the construction of one’s self and efforts to establish a reputation 

within a social context” (Yang & Brown, 2016, p. 402, emphases 

added). Abusers and victims used the same tool for image 

construction, with competing narratives and often differential 

effectiveness. Because of this, technology that can allow users to 

“perform optimized self-presentation” (Yang & Brown, 2016, p. 403; 

Walther, 1996) may work for some better than others.  
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The Apparatgeist is shaped not only by active users, but by 

passive interactants as well. When an audience projects their own 

relational understandings onto the messages communicated 

by/between ex-partners in abusive contexts, otherwise “healthy” 

norms can become abusive. Even if messages are obviously attacks 

on another, the fact that they are posted to large audiences may 

mitigate bystanders’ responses (Brody & Vangelisti, 2016), 

increasing the likelihood that target-recipients will feel unsupported 

and alone in their victimization.  

Chat rooms, message boards, and social network sites all 

offer social support to users who can share intimate details, which 

also makes them prime tools for those wishing to distort intimate 

impressions (Nosko et al., 2013). If users rely on technology to 

“escape from the constraints of routine and the burdens of problems 

and emotional release;” to form and maintain “personal relationships 

(including substitute companionship as well as social utility);” and to 

manage “personal identity (including personal reference, reality 

exploration, and value reinforcement)” (McQuail et al., 1972, p. 

515), then IPV victims’ uses (and personal gratifications) otherwise 

derived from technology can all be attacked with just one post.  

Technology-mediated communication, when used (or 

threatened to be) publicly, was overwhelmingly perceived by post-

dissolution IPV victims in this study as abusive in coercively 

controlling ways, due to its effect on their presenting self-image. 

Unsurprisingly, it was difficult for victims in this study to separate 

those presenting or altercast selves from their perceived selves.    

Why: Private Identity Control, Intrusion, and Perceived Selves 

Another element in this study involved the rationale victims 

gave for perceiving abusers’ technology usage as harmful. They 

frequently commented on the severity of its impact when used to 

intentionally, directly facilitate abuse – not only as they had 

previously experienced it in their IPV relationship, but also in new, 

amplified ways brought about by post-dissolution norms. Our 

findings suggest these mediated interactions affected victims’ sense 

of private, perceived selves – and thus, their corresponding 

interpretation and subsequent use of that same technology – in 

multiple ways. 

First, direct emotional attacks were common; respondents 

mentioned these instances as examples of an ongoing pattern 

(continued from when “together” with their partner) of abuse 

intended to hurt and psychologically degrade. They frequently 

mentioned both direct verbal and emotional attacks, exemplified by 

one woman’s partner sending direct messages and leaving comments 

on Facebook “making fun” of her, saying that she should “go kill 

[her]self.” In most cases, abusive norms for communication via 

technological contexts were created during the course of the victim’s 
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relationship, which further served to influence their own self-

perceptions via diminished self-esteem.  

Importantly, these attacks – although direct – were not 

always communicated in ways obvious to an outsider, which speaks 

to the role of shared relational history affecting perceptions of online 

messages. For example, one respondent described her partner’s 

frequent “helpful” messages (i.e., informational websites) as actually 

intended to demean her: “The most distinctive way technology was 

used was when he would give me a website to go to that’d tell me 

about a new weight loss product or exercise. He constantly was 

telling me I was fat, and he would look up web info on what I should 

do.” Adding to victims’ sense of helplessness or feelings that they are 

the ones being unreasonable or “over-reacting” (in cases where they 

“argue back” online, for example) was the lack of control they felt 

over these technologies, particularly public ones such as online 

forums. Victims saw this tactic’s emotional abuse as compounded by 

technology to also be harassing intrusion when done repeatedly.  

A second way technology affected victims’ own perceptions 

of reality (e.g., crazy-making or gaslighting behaviors; Sweet, 2019) 

was when used as another form of harassing intrusion – either by its 

direct use or through its strategic removal/absence:  

…during the divorce process when he would call our home 

phone and leave screaming demanding messages about what 

he wanted me to do or not do. He acted the same way when 

we actually talked so I almost preferred the voice mails. I 

could just delete him. However, he did use technology 

frequently during our marriage to convey messages to avoid 

confrontations. He would always leave voice mail messages 

on our home phone, not on my cell which he knew I would 

answer during the day. For example, he would leave town 

on a regular basis without my knowledge and would just 

leave me a voice mail at home on a Friday while I was at 

work. I would get the message and call him on his cell but 

he would never answer. Other than what he told me when he 

came back on Sunday, I never really knew the truth of 

where he was during that weekend. He also “left” me four 

times during the course of our marriage and never once told 

me to my face. I would come home and see the message 

light blinking on the phone, get his message, open his 

drawers and see his clothes were gone. Again. I was always 

shocked. It was always devastating.  

She was kept always uncertain; her abuser used a strategy of constant 

intrusion (notably, across multiple media tools, strategically chosen 

for particular uses) coupled with periods of intense, manipulative 

withdrawal. Of course, these methods are commonly used by abusers 

to coercively control victims (Follingstad & Rogers, 2014), but the 
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presence of myriad technologies further intensified victims’ 

perceived severity of practices previously limited to in-person 

contacts.    

Perpetual contact among partners, during and after 

relationships dissolve, is not unusual. But in any romantic situation 

(and many general, interpersonal ones), the exact same 

communication considered appropriate while “together” takes on an 

entirely different meaning post-dissolution. The pervasive nature of 

technology, an essential part of its apparatgeist in this context, 

facilitates not only an additional means of perpetration, but also 

modifies (i.e., increases and changes) the effects of that TMA. 

Conclusion 

Clearly, perpetrators use technology in myriad ways, both 

during and after the dissolution of a relationship. This study showed 

how victims interpret mediated communication from their former 

abusive partners to be an extension and amplification of norms 

established during the abusive relationship. In this way, not only 

abusers and their victims but also their online public audiences create 

meaning from and for the technologies used.  

Technology is a constantly evolving landscape, and as such, 

needs continual exploration as it pertains to IPV. Mentioned 

previously, individuals are not lawfully barred from engaging in 

relationally intrusive behaviors. The ever-present nature of 

technologies, including but not limited to social media, makes this 

threat even more pervasive. Of course, users have power to sculpt 

their own performances (i.e., self-image); they can control their own 

social media pages’ content. But they cannot control others. Until 

researchers, and subsequently the public and lawmakers, fully 

understand the breadth and depth of abusers’ and victims’ 

constructed apparatgeist in this context, technology-mediated abuse 

will remain legal. 

 

References 

Black, M. C., Basile, K. C., Breiding, M. J., Smith, S. G., Walters, 

M. L., Merrick, M. T., Chen, J., & Stevens, M. R. (2011). The 

National Intimate Partner and Sexual Violence Survey (NISVS): 

2010 summary report. National Center for Injury Prevention & 

Control, CDC. 

http://www.cdc.gov/violenceprevention/pdf/nisvs_report2010-

a.pdf 

Brody, N., & Vangelisti, A. L. (2016). Bystander intervention in 

cyberbullying. Communication Monographs, 83, 94-119. 

https://doi.org/10.1080/03637751.2015.1044256 

Chaulk, K., & Jones, T. (2011). Online ORI: Further concerns about 

Facebook. Journal of Family Violence, 26, 245-254. 

https://doi.org/10.1007/s10896-011-9360-x 



 
 
 
 

Iowa Journal of Communication 52.1                                                                               [63] 

 

Crossman, K., Hardesty, J., & Raffaelli, M. (2016). He could scare 

me without laying a hand on me: Mothers’ experiences of 

nonviolent coercive control during marriage & after separation. 

Violence Against Women, 22, 454-473. 

https://doi.org/10.1177/1077801215604744 

Dardis, C. M., & Gidycz, C. A. (2017). Reconciliation or retaliation?: 

An integrative model of postrelationship in-person & cyber 

unwanted pursuit perpetration among undergraduate men and 

women. Psychology of Violence, 9, 328-339. 

https://doi.org/10.1037/vio0000102 

Davis, K. E., Swan, S. C., & Gambone, L. J. (2012). Why doesn’t he 

just leave me alone? Persistent pursuit: A critical review of 

theories and evidence. Sex Roles, 66, 328-339. 

https://doi.org/10.1007/s11199-010-9882-3 

Desmarais, S. L., Reeves, K. A., Nicholls, T. L., Telford, R. P., & 

Fiebert, M. S. (2012). Prevalence of physical violence in 

intimate relationships, Part 1: Rates of male and female 

victimization. Partner Abuse, 3, 140-169. 

https://doi.org/10.1891/1946-6560.3.2.140 

Durante, M. (2011). The online construction of personal identity 

through trust and privacy. Information, 2, 594-620. 

https://doi.org/10.3390/info2040594  

Eckstein, J. J. (2020). What is violence now?: A grounded theory 

approach to conceptualizing technology-mediated abuse (TMA) 

as spatial and participatory. The Electronic Journal of 

Communication, 29(3-4). 

http://www.cios.org/www/ejc/v29n34toc.htm 

Eckstein, J. J. (2019). “I’m strong for her” versus “I rely on him”: 

Male and female victims’ reasons for staying reflect sex-gender 

conflations. Journal of Applied Communication Research, 47, 

216-235. https://doi.org/10.1080/00909882.2019.1584403 

Eckstein, J. J. (2016a). IPV stigma and its social management. 

Journal of Family Violence, 31, 215-225. 

https://doi.org/10.1007/s10896-015-9752-4 

Eckstein, J. J. (2016b). Is love blind to abuse?: Factors affecting 

victims’ preferences for love-communication from abusive 

partners. In L. Olson & M. Fine (Eds.), The darker side of 

family communication (pp. 175-197). Peter Lang. 

Eckstein, J. J. (2016c). “The more things change…?”: Technology 

and abuse for intimate partner violence victims. In E. Gilchrist-

Petty & S. D. Long (Eds.), Contexts of the dark side of 

communication (pp. 255-268). Peter Lang. 

Eckstein, J. J. (2011). Reasons for staying in intimately violent 

relationships: Comparisons of men and women and messages 

communicated to self and others. Journal of Family Violence, 

26, 21-30. https://doi.org/10.1007/s10896-010-9338-0 



 
 
 
 

Iowa Journal of Communication 52.1                                                                               [64] 

 

Edwards, K. M., Dardis, C. M., Sylaska, K. M., & Gidycz, C. A. 

(2015). Informal social reactions to college women’s disclosure 

of intimate partner violence: Associations with psychological 

and relational variables. Journal of Interpersonal Violence, 30, 

25-44. https://doi.org/10.1177/0886260514532524 

Feeney, J., & Noller, P. (1992). Attachment style & romantic love: 

Relationship dissolution. Australian Journal of Psychology, 44, 

69-74. https://doi.org/10.1080/00049539208260145 

Follingstad, D., & Rogers, M. (2014). The nature & prevalence of 

partner psychological abuse in national adult sample. Violence 

& Victims, 29, 3-23. https://doi.org/10.1891/0886-6708.09-160 

Garfinkel, H. (1967). Studies in ethnomethodology. Prentice Hall. 

Glaser, B. G. (1978). Theoretical sensitivity. Sociological Press. 

Goffman, E. (1959). The presentation of self in everyday life. 

Prentice Hall. 

Goffman, E. (1963). Stigma: Notes on management of spoiled 

identity. Simon & Schuster. 

Goffman, E. (1967). Interaction rituals: Essays in face-to-face 

behavior. Taylor & Francis.  

Harris, S. (2000). The social construction of equality in everyday life. 

Human Studies, 23, 371-393. 

https://doi.org/10.1023/A:1005684130032 

Harvey, A., & Karpinski, A. (2016). The impact of social constraints 

on adjustment following a romantic breakup. Personal 

Relationships, 23, 396-408. https://doi.org/10.1111/pere.12132 

Johnson, M. P. (2008). A typology of domestic violence: Intimate 

terrorism, violent resistance, and situational couple violence. 

Northeastern University Press. 

Katz, E., Blumler, J. G., & Gurevitch, M. (1973). Uses and 

gratifications research. The Public Opinion Quarterly, 37(4), 

509-523. https://doi.org/10.1086/268109 

Katz, J., & Aakhus, M. (2002). Making meaning of mobiles: A 

theory of apparatgeist. In J. Katz & M. Aakhus (Eds.), In 

perpetual contact: Mobile communication, private talk, public 

performance (pp. 301-320). Cambridge University Press. 

Kellas, J., Bean, D., Cunningham, C., & Cheng, K. (2008). The ex-

files: Trajectories, turning points, & adjustment in the 

development of post-dissolutional relationships. Journal of 

Social & Personal Relationships, 25, 23-50. 

https://doi.org/10.1177/0265407507086804 

Kowalski, R., Toth, A., & Morgan, M. (2018). Bullying & 

cyberbullying in adulthood & the workplace. Journal of Social 

Psychology, 158, 64-81. 

https://doi.org/10.1080/00224545.2017.1302402 

 



 
 
 
 

Iowa Journal of Communication 52.1                                                                               [65] 

 

Langhinrichsen-Rohling, J., Palarea, R., Cohen, J., & Rohling, M. L. 

(2000). Breaking up is hard to do: Unwanted pursuit behaviors 

following the dissolution of a romantic relationship. Violence & 

Victims, 15, 73-90. https://doi.org/10.1891/0886-6708.15.1.73 

Lee, L., & Sbarra, D. (2013). Predictors & consequences of 

relationship dissolution. In C. Hazan & M. Campa (Eds.), 

Human bonding: Science of affectional ties (pp. 308-341). 

Erlbaum. 

Lepp, A., Barkley, J. A., Karpinski, A. C. (2015). The relationship 

between cell phone use and academic performance in a sample 

of U.S. college students. SAGE Open. 

https://doi.org/10.1177/2158244015573169 

Martinez-Pecino, R., & Durán, M. (2019). I love you but I cyberbully 

you. Journal of Interpersonal Violence, 34, 812-825. 

https://doi.org/10.1177/0886260516645817 

Matthews, T., O’Leary, K., Turner, A., Sleeper, M., Woelfer, J. P., 

Shelton, M., Manthorne, C., Churchill, E. F., & Consolvo, S. 

(2017, May). Stories from survivors: Privacy & security 

practices when coping with intimate partner abuse. Paper 

presented at Proceedings of Computer-Human Interaction, 

Denver, CO. https://doi.org/10.1145/3025453.3025875 

McQuail, D., Blumler, J. G., & Brown, J. (1972). The television 

audience: A revised perspective. In D. McQuail 

(Ed.), Sociology of mass communication (pp. 135-165). 

Penguin. 

Muise, A., Christofides, E., & Desmarais, S. (2009). More 

information than you ever wanted: Does Facebook bring out the 

green-eyed monster of jealousy? Cyberpsychology & Behavior, 

12, 441-444. https://doi.org/10.1089/cpb.2008.0263 

Muldoon, S., Taylor, S. C., & Norma, C. (2016). The survivor master 

narrative in sexual assault. Violence Against Women, 22, 565-

587. https://doi.org/10.1177/1077801215608701 

Mumm, S., & Cupach, W. (2010). Turning points in progression of 

obsessive relational intrusion & stalking. Violence & Victims, 

25, 707-727. https://doi.org/10.1891/0886-6708.25.6.707 

Norton, A. M., Baptist, J., & Hogan, B. (2018). Computer-mediated 

communication in intimate relationships: Associations of 

boundary crossing, intrusion, relationship satisfaction, and 

partner responsiveness. Journal of Marital and Family 

Therapy, 44, 165-182. https://doi.org/10.1111/jmft.12246 

Nosko, A., Wood, E., Zivcakova, L., Molema, S., De Pasquale, D., & 

Archer, K. (2013). Disclosure and use of privacy settings in 

Facebook profiles: Evaluating the impact of media context and 

gender. Social Network, 2, 1-8. 

https://doi.org/10.4236/sn.2013.21001 



 
 
 
 

Iowa Journal of Communication 52.1                                                                               [66] 

 

Phillips, M., & Spitzberg, B. (2011). Speculating about spying on 

MySpace & beyond: Social network surveillance & obsessive 

relational intrusion. In K. Wright & L. Webb (Eds.), Computer-

mediated communication in personal relationships (pp. 344-

367). Peter Lang. 

Roberts, K. A. (2005). Women’s experience of violence during 

stalking by former romantic partners: Factors predictive of 

stalking violence. Violence Against Women, 11, 89-114. 

https://doi.org/10.1177/1077801204271096 

Sahlstein, E., & Dun, T. (2008). “I wanted time to myself and he 

wanted to be together all the time”: Constructing breakups as 

managing autonomy-connection. Qualitative Research Reports 

in Communication, 9, 36-45. 

https://doi.org/10.1080/17459430802400340 

Scarduzio, J., Carlyle, K., Harris, K., & Savage, M. (2017). “Maybe 

she was provoked”: Exploring gender stereotypes about male & 

female perpetrators of intimate partner violence. Violence 

Against Women, 23, 89-113. 

https://doi.org/10.1177/1077801216636240 

Sheridan, L. P., Scott, A. J., & Campbell, A. M. (2019). Perceptions 

and experiences of intrusive behavior and stalking: Comparing 

LGBTIQ and heterosexual groups. Journal of Interpersonal 

Violence, 34, 1388-1409. 

https://doi.org/10.1177/0886260516651313 

Slater, M. D. ( 2007). Reinforcing spirals: The mutual influence of 

media selectivity and media effects and their impact on 

individual behavior and social identity. Communication Theory, 

17, 281-303. https://doi.org/10.1111/j.1468-2885.2007.00296.x 

Spitzberg, B., & Cupach, W. (2014). The dark side of relationship 

pursuit (2nd ed.). Routledge. 

Stark, E. (2009). Coercive control. Oxford University Press. 

Strauss, A., & Corbin, J. (1998). Basics of qualitative research (2nd 

ed.). Sage. 

Sweet, P. L. (2019). The sociology of gaslighting. American 

Sociological Review, 84, 851-875. 

https://doi.org/10.1177/0003122419874843 

Tanha, M., Beck, C., Figueredo, A., & Raghavan, C. (2010). Sex 

differences in intimate partner violence & use of coercive 

control as motivational factor for IPV. Journal of Interpersonal 

Violence, 25, 1836-1854. 

https://doi.org/10.1177/0886260509354501 

VanderDrift, L. E., & Agnew, C. R. (2011). Need fulfillment and 

stay-leave behavior: On the diagnosticity of personal and 

relational needs. Journal of Social and Personal Relationships, 

29, 228-245. https://doi.org/10.1177/0265407511431057 



 
 
 
 

Iowa Journal of Communication 52.1                                                                               [67] 

 

Walther, J. (1996). Computer-mediated communication: Impersonal, 

interpersonal, & hyperpersonal interaction. Communication 

Research, 23, 3-43. 

https://doi.org/10.1177/009365096023001001  

Weinstein, E. A., & Deutschberger, P. (1963). Some dimensions of 

altercasting. Sociometry, 26, 454-466. 

https://doi.org/10.2307/2786148 

Wilcox, K., & Stephen, A. (2013). Are close friends the enemy?: 

Online social networks, self-esteem & self-control. Journal of 

Consumer Research, 40, 90-103. 

https://doi.org/10.1086/668794 

Williamson, E. (2010). Living in the world of the domestic violence 

perpetrator: Negotiating the unreality of coercive control. 

Violence Against Women, 16, 1412-1423. 

https://doi.org/10.1177/1077801210389162 

Wuest, J., Ford-Gilboe, M., Merritt-Gray, M., & Berman, H. (2003). 

Intrusion: Central problem for family health promotion among 

children & single mothers after leaving abusive partner. 

Qualitative Health Research, 13, 597-622. 

https://doi.org/10.1177/1049732303013005002 

Yahner, J., Dank, M., Zweig, J. M., & Lachman, P. (2015). The co-

occurrence of physical and cyber dating violence and bullying 

among teens. Journal of Interpersonal Violence, 30, 1079-1089. 

https://doi.org/10.1177/0886260514540324 

Yang, C., & Brown, B. (2016). Online self-presentation on Facebook 

& self-development  

 during college transition. Journal of Youth Adolescence, 45, 

402-416. https://doi.org/10.1007/s10964-015-0385-y 

_______________________________________________________ 
1 Acknowledging that abuse does not necessarily end when victims 

leave abusive partners, we use the term “former” throughout to refer 

only to the “official” romantic relationship status of that couple, 

typically when the victim chooses to “finally” (again, a fluid concept 

in IPV relationships) leave their abusive partner. 
2 Stalking, which is seemingly acknowledged much more frequently 

in society than intrusion or UPBs (see Spitzberg & Cupach, 2014), is 

actually “merely the tip of a much bigger iceberg entailing a broad 

range of unwanted relationship pursuit experiences” (Mumm & 

Cupach, 2010, p. 707; Phillips & Spitzberg, 2011). 

 

 

 

 

 

 

 


